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Abstract

A protocol, called common driving notification protocol (CDNP), is proposed based on
the classified driving behavior for intelligent autonomous vehicles, and it defines a stan-
dard with common messages and format for vehicles. The common standard format and
definitions of CDNP packet make the autonomous vehicles have a common language to
exchange more detail driving decision information of various driving situations, decrease
the identification time for one vehicle to identify the driving decisions of other vehicles
before or after those driving decisions are performed. The simulation tools, including NS-
3 and SUMO, are used to simulate the wireless data packet transmission and the vehicle
mobility; the experiment results present that the proposed protocol, CDNP, can increase
the reaction preparing time with maximum value 250 seconds, decrease the identification
time and the average travel time. Prospectively, it is decided to implement the CDNP as a
protocol stack in the Linux kernel to provide the basic protocol capability for real world

transmission testing.

1 Introduction

In [1-5], various lane detection algorithms and
path-planning algorithms are proposed for vehicles
to realize the autonomous driving. The driving be-
havior of vehicles driving on the road, however, is
always affected by other vehicles. The autonomous
driving in [1-5], however, is standalone. The driv-
ing decision information of other vehicles is not
considered. That means autonomous vehicles did
not cooperate with each other to make a more suit-
able driving decision. The cooperation means trans-
fer/receive information to/from other vehicles and
adjust their driving decisions. According to [6], 60
percent of accidents could be avoided if the vehi-
cle were provided with information half a second

before the moment of collision. To realize the au-
tonomous driving in our daily life, the cooperation
between vehicles is necessary [7]. To achieve co-
operation, the most important thing is driving in-
formation exchange. The vehicular ad-hoc network
(VANET) [8-10] provides the capability for vehi-
cles to communicate with each other. The emer-
gency message [11, 12] is proposed to provide
emergency warning. However, the accident warn-
ing is just a part of the reason affecting the driving
decisions of vehicles. In [13], the vehicle control
algorithms for cooperative driving is proposed. The
four trajectory planning algorithms [14] determine
the driving plans to avoid collision at crossings us-
ing inter-vehicle communication. The cooperative
driving in [7, 13, 14] can satisfy special situations
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and usages. However, to achieve autonomous driv-
ing in various driving situations, more detail driving
information and standardized common protocol for
each car manufacturer are necessary. The normal
driving decision information of other vehicles is the
key for autonomous vehicle to make a more suit-
able driving decision and avoid accidents. If the
emergency warning message is considered as the
treatment, the normal driving information will be
the prevention. There is, however, no standardized
protocol to disseminate the normal driving decision
information for autonomous driving to improve the
driving safety and achieve cooperated autonomous
driving. Therefore, the objective of this proposal
is to propose a common protocol as a standard for
autonomous vehicles.

A common driving notification protocol
(CDNP) is proposed based on the various classi-
fied driving behaviors for autonomous vehicles. It
is a protocol designed below the application layer.
It focuses on not only the safety warning message
dissemination, more importantly, but also normal
driving information. The disseminations of nor-
mal driving information can realize the “talking”
between vehicles using VANET technology. The
CDNP is a common language between vehicles. It
defines a standard with the common message for-
mat with a series of message types and codes, so
each vehicle is able to understand what the driving
decision other vehicle wants to do. It can be used
to instead of the function of car light signal or horn.
The human driver normally determines the driving
actions of other vehicles by identifying the car light
signal of other vehicles. For autonomous vehicle,
however, the time of image processing [15, 16] is
necessary to identify the driving actions of other
vehicles. The CDNP enabled vehicles is termed
cooperation intelligent autonomous vehicle in this
proposal.

The CDNP provides more detail driving deci-
sion information of autonomous vehicles. With the
CDNP, each vehicle can understand the driving sit-
uations or intentions of other vehicles without im-
age or audio processing algorithm. With the CDNP,
the autonomous vehicle can get not only the infor-
mation from its sensors, but more importantly, the
information about the position, speed, and driving
decisions or intentions from other autonomous ve-
hicles. The autonomous vehicles can make a more

suitable driving decision according to the common
messages stored in the CDNP packet header. The
CDNP changes the passive detection of the driving
decision of other vehicles into proactive notification
to other vehicles about its driving decision. It also
makes the identification of the driving decisions of
other vehicles before the decisions performed pos-
sible. Therefore, the identification time (IT) is de-
creased. The identification time is defined as the
necessary time for one vehicle identify the driving
decisions of the other vehicles. Furthermore, the
reaction preparing time (RPT) is increased. The re-
action preparing time means the buffer time period
of one vehicle to prepare a suitable reaction to re-
act to the other vehicle’s driving decision before the
driving decision is performed. Furthermore, the av-
erage traveling time to the destination can also be
decreased when in a hurry. The CDNP protocol can
also be extended for more complex driving behav-
iors to make the cooperation intelligent autonomous
vehicle more intelligent.

The open source simulator and tool are used in
the simulation, including NS-3 [17], and simulation
of urban mobility (SUMO) [18]. The NS-3 is a
simulator used to simulate the network communi-
cation, and the SUMO allows to simulate the realis-
tic movement of vehicles through a given road net-
work. The two simulation tools are used to simulate
the movement and communications of each vehi-
cle at the same time. The reaction time and vehicle
traveling time are examined.

In 2, the common driving notification protocol
is proposed, including its concept, packet message
format, and message definition. The concept of the
cooperation intelligent autonomous driving based
on the CDNP is shown in 3. The CDNP based coop-
eration intelligent autonomous driving simulations
and results in different scenarios are described in 4.
In 5, the vehicle moving characteristic based on the
CDNP are discussed.

2 Architecture and Message For-
mat of Common Driving Notifi-
cation Protocol (CDNP)

The main reason causing the car accident is un-
safe driving, e.g., changing driving lanes without
making sure there are no cars next to itself, chang-
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ing its driving speed suddenly, and turning the driv-
ing direction without any signal. The driving deci-
sions of vehicles are always affected by other ve-
hicles. Therefore, the cooperative driving is neces-
sary.

The human driver can notify other driver about
his/her driving actions by flashing the car light or
sounding the horn. The human driver can also
determine the driving actions of other vehicles by
identifying the car light signal of other vehicles or
hearing the sound of the horn. For the autonomous,
however, the image processing algorithm is neces-
sary to identify the car light, and the digital audio
processing algorithm is necessary to identify the
horn. These algorithms may not work well if the
environment is full of interference, e.g., heavy rain,
noise environments. When one autonomous vehi-
cle performs its driving decision, if it is possible
to notify other autonomous vehicle about the driv-
ing decision using another support method, the au-
tonomous driving environment will be safer.

The IEEE 802.11p WAVE standard [19] de-
fines the technology for use in the dedicated short-
range communications (DSRC) band [20], and the
IEEE 1609.4 [21] defines a multi-channel WBSS
operation. Furthermore, many VANET transmis-
sion protocols are proposed, such as the adap-
tive connectivity aware routing (ACAR) [22], the
urban vehicular broadcast (UVCAST) [23], the
distribution-adaptive distance with channel qual-
ity (DADCQ) protocol for multi-hop broadcasting
[24], etc. Those VANET technologies can be uti-
lized to realize the communication between vehi-
cles.

To achieve the cooperative driving, the most im-
portant thing is to let vehicle efficiently identify the
driving decision of other vehicles. Just like as the
human driver can judge the information from the
car light. Hence, the CDNP is proposed to make
the notification more reliable and efficient.

In Figure 1, the comparison between normal
autonomous driving and autonomous driving with
CDNP is shown. It is shown that a longer pro-
cessing time delay is necessary for other vehicles
to identify the driving decision of vehicle A using
its sensors and the image processing / digital au-
dio processing algorithm. The CDNP is designed
to be immediately transferred just after the driv-
ing decision is decided. If the CDNP packet is re-

ceived by other vehicles before the driving decision
is performed, there will be enough processing time
for the autonomous driving system to make a suit-
able control of the vehicle. Even though the CDNP
packet is received after the driving decision of vehi-
cle A is performed. The identification time (IT) will
still shorter than the image / digital audio process-
ing time. In the worst case, if the CDNP is received
after the image / digital audio algorithm finished.
The autonomous vehicle can still use the result ob-
tained from the algorithm. Hence, the CDNP pro-
vides other reliable method to identify the driving
decisions of other vehicles. This proposal focuses
on the CDNP notification. The autonomous driving
control, e.g., obstacle avoidance, keep a safe dis-
tance, decision conflicts avoidance, is out of range
of this proposal.
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2.1 Architecture of CDNP
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Figure 2. The architecture of the common driving
notification protocol (CDNP).

The architecture of CDNP is shown in Figure
2. The CDNP is based on classified driving behav-
ior and below the application layer. The position
of CDNP is designed to compatible with the facili-
ties layer of ITS station architecture standardized in
ISO/ETSI [25]. The function of CDNP is to provide
the application support and information support.
Therefore, it is easy to integrate the CDNP into the
architecture of ITS. It plays an important role to
make the vehicle understand what the other vehicles
notify. The CDNP is designed to exchange com-
mon messages between vehicles using the VANET
technology, including routing protocols, broadcast
protocols, or unicast. The VANET beacon mecha-
nism, i.e., basic safety message (BSM) [20, 26-28],
is enabled so that each vehicle can know the re-
lated geographic position, velocity and direction of
neighboring vehicles. The beacon messages are pe-
riodically exchanged with neighboring vehicles in
a broadcast function. The information contained in
the beacon message can be temporarily stored in the
memory space of the vehicle received the message.
The related position information is used for the ve-
hicle to decide the destination of the CDNP packet.

When one vehicle wants to perform some driv-
ing decisions, such as changing the driving lane,
driving direction, speed, etc., the autonomous driv-
ing system installed in the application layer of its
vehicle telematics system will create the CDNP
message, including the type and code, according to
the corresponding driving decision. The vehicles
that send the CDNP packets are called source ve-
hicles (SV), and the vehicles received the CDNP
packets are called the current vehicles (CV) in this
proposal. Under the CDNP layer, some protocols
can be used to ensure the data reliability of VANET
wireless transmission, e.g., [29]. Normally, the
CDNP is used to notify the other vehicles near to it-

self using unicast or broadcast. It, however, can also
be transferred to remote vehicles for special usage,
e.g., traffic management of specific roads by urban
traffic management system. The urban traffic man-
agement system can use the CDNP to manage the
traffic flow of the urban area; in this case, the CDNP
packets will be transferred to specified vehicles on
specified road segment using VANET routing pro-
tocols, and the location service [30] is used to de-
termine the destination. The traffic management is
not discussed in this proposal.

2.2 Header Format of CDNP

To make the vehicles understand what another
vehicle notifies, a specific common message format
is necessary. Therefore, the format of the header
fields of CDNP packets is defined and shown as
Table 1. The different types and codes are simul-
taneously used to identify different driving notifi-
cations in CDNP. The value of type field indicates
the different main categories of driving decisions.
Each type includes its corresponding codes to in-
dicate which driving decision the vehicle wants to
notify. The same with many Internet protocols, the
checksum here is also used for error checking and
verifying the correctness of packets. The value of
the checksum is calculated from the type field of
the CDNP packet to the end of optional data. The
length of optional data field is varied according to
the value stored in type and code. This makes the
CDNP flexible and extendable.

Table 1. Formats of header fields of CDNP packet.

0 8 16 31
Type ‘ Code ‘ Checksum
Optional Data

2.3 Types and Codes of CDNP Header

In Table 2, all types and codes defined in the
CDNP are listed, including its types, type names,
descriptions, codes, and code names. There are to-
tal 9 types. They are defined based on classified
driving behavior. They can be classified into four
main categories: special type (type 0x00), differ-
ent driving behavior (from type 0x01 to type 0x05),
vehicle emergence warning information (type 0x06
and 0x07), and urban traffic management (type
O0xFF). For each type, different corresponding codes
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are defined according to different driving deci-
sions, descripting in the following. The CDNP
packet contained type n and code m is denoted by
CDNP(n, m) packet and called type n codem: CDNP
packet.

The type 0x00 is a special type and is reserved
for special types of emergency vehicles, e.g., po-
lice car, ambulance, fire engine, in emergency situ-
ations.

The special type vehicles have the highest pri-
ority to go through the road in the emergency sit-
uations, such as the police car pursues an escaped
prisoner or ambulance transports the injured. When
an emergency situation occurs, the special vehicles
can set the type to 0x00 and insert necessary infor-
mation into optional data. The format of optional
data is different according to the different types, de-
scribed in the following subsection. The type 0x00
must be associated with type 0x01, 0x02, 0x03, or
0x04, and the code field is used to indicate which
type is associated. The corresponding codes for the
associated type is also stored in the optional data
field.

2.4 Optional Data Format of the CDNP
Header

The optional data field is varied according to the
type value stored in the CDNP header. The common
formats of optional data field for each type are de-
fined for correctly encapsulating and de-capsulate
the packet header. The formats of optional data
fields of the CDNP header are shown from Table
3 to Table 6.

Optional Data Format

Table 3. Formats of optional data fields of type
0x00 and OxFF CDNP packet.

0 8 16 31

Type Code Checksum
Sequence num- Sequence Number of As-
ber sociated CDNP

Notification Timestamp

The Table 3 shows the optional data definition for
type 0x00 and OxFF. Because the type 0x00 and
OxFF CDNP header should associate with other
type and code, the optional data field includes the

information about the associated type and the se-
quence number of associated CDNP packet. Those
fields are used by the vehicle which received the
notification to match the associated CDNP packet.
The notification timestamp field stores the times-
tamp when the source node transfers the CDNP
packet.

When the CV received the type 0x00 CDNP packet
and associated CDNP packet, it will know that the
special vehicle is performing special work. The as-
sociated CDNP packet will be considered as a re-
quest. It is like the human driver hear the sirens of
police car. If the received CDNP is type OxFF, the
CV will know the message is from the urban traffic
control system, and the autonomous driving system
will follow the instruction.

The Table 4 shows the optional data definition for
type 0x01, 0x02, 0x03, and 0x04. If this CDNP
packet is associated with type 0x00 or OxFF CDNP
packet, the sequence number will be filled using the
same number stored in the “sequence number of
associated CDNP” field of previous 0x00 or OxFF
CDNP packet header. Otherwise, a new sequence
number will be generated. The speed-X and speed-
Y field stores the speed of the vehicle that sent the
notification. When the source node wants to trans-
fer the CDNP packet, the timestamp transferring the
CDNP packet is stored in the notification timestamp
field. The execution timestamp stored the times-
tamp that the driving decision may be performed if
it is calculable. Otherwise, O will be stored. For
example, if the one autonomous vehicle wants to
change its driving direction at the next intersection,
it is easy for the autonomous driving system to pre-
dict the necessary time period to drive to the inter-
section. It is useful to warn the vehicles which are
near to the intersection. If the execution timestamp
is larger than 0, the SV will re-transmit the same
notification 1 packet/second to ensure the other ve-
hicles surely receive the notification. This is be-
cause the vehicles are always moving. The CV re-
ceived the notification, which execution timestamp
is larger than 0, can also predict the relative position
to judge whether it is necessary to pay attention to
the driving decision. If it is not necessary, the CV
can just drop the CDNP packet.
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Table 2. Types and codes of CDNP packet.

Type Type meaning Description Code Code meaning
0x00 Associate with type
Reserved for special types of vehicles, 0x01
such aspolice car, ambulance, fire Associate with type
. . 0x01
. engine, etc. It is only set for emergency 0x02
0x00  Special type Lo . . .
situations, e.g., pursuing an escaped Associate with type
: 0x02
prisoner, and cannot be used by normal 0x03
vehicles. 0x03 Associate with type
0x04
Used when one vehicle wants to change 0x00 Left
0x01  Changing lanes its dr1v1ng lanes and may affect the 0x01 Right
other vehicles.
Used when one vehicle wants to 0x00 Speedup
. dramatically change its driving speed 0x01 Speed-down
0x02  Changing speed for special purposes and may affect the 0x02 Emergency brake
other vehicles. 0x03 Back a car
Used when one vehicle want to change
its driving direction and may affect the 0x00 Left
Changing other vehicles.
0x03 LS . .
direction Normally used before the intersections, 0x01 Richt
and it canalso be used in the situation of £
turning the direction to parking spaces.
0x04  Overtake Used when one vehicle - wants - to 0x00 Overtake notification
overtake other vehicles.
0x05 Unsafe.reply to Us.e(.i to warn another vehicle about the 0x00 Unsafe
the notification driving decision.
Breakd 0x00 Minor failure
0x06 reaxdown Used when one vehicle breakdown. 0x01 Medium failure
notification .
0x02 Hard failure
0x00 Mmqr emergency
Environment warning
Used to alert other vehicles about the Medium emergency
0x07 emergency . 0x01 .
; environmental emergency. warning
warning Hardemergenc
0x02 SIergency
warning
Reserved for global traffic flow control. 0x00 Associate with type
It can only be used by the urban traffic 0x01
management systemin special situations, . .
OxFF Global command such as decrease the traffic flow of 0x01 Associate with type
. 0x02
specified road segments or block
specified road segments in some : :
0x02 Associate with type

emergency reasons.

0x03
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Table 4. Formats of optional data fields of type
0x01, 0x02, 0x03, and 0x04 CDNP packet.

0 8 16 31

Type Code Checksum
Sequence num- Unused
ber

Speed-X Speed-Y

Notification Timestamp
Execution Timestamp

Table 5. Formats of optional data fields of type
0x05 CDNP packet.

0 8 16 31
Type Code Checksum
Sequence num- Unsafe CDNP Sequence
ber Number
Reply Timestamp

The Table 5 shows the optional data definition for
type 0x05 and 0x06. The “unsafe CDNP sequence
number” field is the same with the sequence number
stored in the notification packet that the CV wants
to notify to. Its’ function is like the human driver
honk the horn to warn other drivers.

Table 6. Formats of optional data fields of type
0x06 and 0x07 CDNP packet.

0 8 16 31

Type Code Checksum

Identifier Emergency Information
Notification Timestamp

Table 6 shows the optional data definition for
type 0x06 and type 0x07. For type 0x06, the iden-
tifier indicates the failure parts of the CV, and the
parts of the vehicle are not discussed in this pro-
posal; the emergency information stores the infor-
mation for the manufacturer. For type 0x07, the
identifier indicates the emergency situations that the
vehicle detected using its sensors, including acci-
dents, slippery road surfaces, road surface pit, chat-
ter bump, static obstacle, moving obstacle, animal,
etc. The emergency information field stores various
emergency situations information.

3 Concept of Cooperation Intelli-
gent Autonomous Driving based
on CDNP

In this section, the concept application of
CDNP, cooperation intelligent autonomous driving
based on CDNP, is introduced. All autonomous ve-
hicles can understand what the other vehicles no-
tified according to the standard message format,
types, and codes defined in CDNP.

It is assumed that autonomous driving technolo-
gies are already embedded in each vehicle. It also is
assumed that each autonomous vehicle equips with
global positioning system (GPS) device and numer-
ous sensors with such techniques as radar, lidar, and
computer vision to sense their surrounding environ-
ment for safety autonomous driving. In this pro-
posal, only the vehicle driving decision information
transmission is discussed; the autonomous driving
technologies, such as however to control the vehi-
cle, lane detection, and obstacle avoidance, etc., are
out of the range of this proposal, so they are not
discussed in this proposal. The VANET wireless
interface is also installed. The VANET wireless in-
terface is used to transmit or receive the data pack-
ets from other vehicles or infrastructures. The vehi-
cle driving control application that is the application
layer user interface is also available for passenger to
input his driving requirements, such as the destina-
tion, in a hurry or not, etc.

3.1 Sending Procedure of the Cooperation
Intelligent Autonomous Driving

The flow of sending procedure of the cooper-
ation intelligent autonomous driving based on the
CDNP is shown as Figure 3.
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Figure 3. Sending procedure of the cooperation
intelligent autonomous driving with the common
driving notification protocol (CDNP).

When the vehicle received driving request in-
putted by passengers using the vehicle driving con-
trol application, the driving command information
will be forwarded to the autonomous driving sys-
tem. Then, the system will decide a most suitable
driving decision according to the information, gath-
ered from the GPS and various sensors to ensure
the driving safety. The driving decision is used to
adjust the autonomous driving of the vehicle. At
the same time, the CDNP packet is generated. The
CDNP packet is transmitted using the VANET wire-
less communication to notify other vehicles about
the driving decision. It is like the human driver
can notify other drivers using car light. Because
the geographic positions of neighboring vehicles
are available via the beacon mechanism, the CDNP
can be transmitted to specific vehicles using uni-
cast. Broadcast can also be used to notify a group
of vehicles, e.g., all vehicles near to the intersec-
tion. In the case of broadcast, the CDNP will not be
re-broadcast by other vehicles. Hence, there is no
broadcast storming problem. To ensure the reliable
CDNP packet transmission, the TCP liked proto-
col, such as TFRC-FC-SACK [31], which has better
performance in VANET environment, can be used
in the transport layer.

3.2 Receiving Procedure of the Coopera-
tion Intelligent Autonomous Driving

The flow of receiving procedure of the cooper-
ation intelligent autonomous driving based on the
CDNP is shown as Figure 4. When the CV re-

ceived the packets transferred from other vehicles,
it will de-capsulate the packet and check whether
the packet is a CDNP packet.
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Figure 4. Receiving procedure of the cooperation
intelligent autonomous driving with the common
driving notification protocol (CDNP).

If it is, the CDNP packet will be forwarded into
the autonomous driving system. Then the system
can judge whether it is necessary to perform some
reaction or not. If it is necessary, the system can
decide a suitable driving decision according to the
type and code stored in the CDNP header and the
information gathered from the GPS and various sen-
sors. After the driving decision is decided, the de-
cision will be used to adjust the autonomous driv-
ing of the vehicle and display some information for
the passengers about the driving decision if neces-
sary. Of course, if the autonomous driving system
detects the possibility of unsafe driving decision, it
can also transmit unsafe reply CDNP to the vehicle
which sends the notification. It is like the human
driver honk the horn to warn other drivers.

3.3 CDNP based Autonomous Driving
Compared with Normal Autonomous
Driving and Human Drivers

Table 7 shows the comparison of CDNP based
autonomous driving, normal autonomous driving
and human driver. The normal autonomous driving
means the autonomous driving just depends on the
sensors and various algorithms to control the vehi-
cle.
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Table 7. Comparison of different driving decision

identification.
CDNP based | Normal Au- | Human
Autonomous | tonomous Driver
Driving Driving
Not tired Not tired Long-
distance
driving will
be tired
No processing | Longer time | No process-
time for im- | ing time
age/audio
processing
Data transmis- | No data trans- | No data
sion time 1is | mission time transmission
necessary time
Easy to locate | Not easy It’s a danger-
driving lane of ous driving
the source far
behind it
No sensor nec- | Various sen- | No  sensor
essary sors are | necessary
necessary
Operable Long distance | Depend on
range of ap- | may not work | the vision
proximately properly due
250 m to the image

resolution

According to the Table 7, it is known that the CDNP
notification can provide human liked driving deci-
sion identification than normal autonomous driving
technologies. Of course, it is better to integrate the
CDNP and normal autonomous driving technolo-
gies at the same time to provide a safer driving en-
vironment for passengers.

3.4 Transfer Sequence Different between
Type 0x00 (or 0xFF) CDNP and Other

Types

The type 0x00 and type OxFF are special types
designed for special usages. The type 0x00 is used
to increase the notification priority. It makes other
vehicles know that the source vehicle is a special
vehicle and it is performing a special work. The
CDNP packet associated by the type 0x00 will be
regarded as a request. The Figure 5 shows an ex-
ample scenario of type 0x00 notification. In this
example, the vehicle A is a special vehicle, such

as police car, and it is performing emergency work.
Therefore, it transmits the type 0x00 CDNP packet
to associate its driving lane change notification. The
vehicle received the notification will consider the
notification as a high priority request. It is like the
police car uses its siren to request other vehicles to
make way in emergency situations.

Vehicle A

Vehicle B \f"ehicleI C,D..

Send 5 ﬂOII'ﬁcah'On Ci Receive type 0x00 CONP, the vehicle B
types o= Dp ) knows that the vehicle A is performing
P emergency work
%A‘ - ] i
=y, code=0xpg S Receive associated type 0x01 CONP, the
) | wvehicle B knows that the vehicle A have to
—change its driving lane to left lane

L Send a Dotification e

Motify other vehicle if necessary ]

Autonomous Driving System
decides a suitable strategy

Figure 5. Example scenario of type 0x00
(associate with type 0x01).

The type OxFF is reserved for the urban traffic man-
agement system to perform the traffic management.
It changes the notification into the command. The
associated CDNP packet is regarded as a command.
All of the vehicles received the type OxFF CDNP
will follow the instruction from the urban traffic
management system. This is useful if specific road
segments must be blocked in special emergency sit-
vation. The Figure 6 shows an example of type
OxFF notification.

Urban Traffic

Management System vehicle A s type 0x00 CDNP, |
vehicle A knows the UTMS
Senu_a Notification Cconp Z wants to maﬂr:ge the traffic

= = L L e J

Send a notfiear
Cati
(type=0xp3, cmogorjg?;p

Receive associated type 0x03
CDNP, vehicle A have to tum
right at next intersection
Autenomous Driving System
decides a suitable stralegy

Figure 6. Example scenario of type OxFF
(associate with type 0x03).

4 CDNP Simulations and results

The simulations and performance analyses are
conducted to verify the efficiency of the proposed
common driving notification protocol in this sec-
tion. Because there still are no autonomous ve-
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hicles driven in our daily life, the simulators are
used to simulate the cooperated driving concept
of the autonomous vehicles. In the simulations,
each autonomous vehicle equipped with OBUs that
contains VANET wireless communication interface
with a transmission range of 250m, so that au-
tonomous vehicles can communicate with neigh-
boring vehicles. The VANET wireless link can only
be established if the distance between two nodes
is less than their transmission range, and the bea-
con mechanism is enabled. The simulation envi-
ronment, simulation scenarios, and metrics are in-
troduced in the following.

4.1 Simulation Environment

The open source simulation tools, includ-
ing NS-3 [17] and simulation of urban mobility
(SUMO) [18], are used to simulate the wireless data
transmission and vehicle movement. The program-
ming language used is C++.

NS-3: the NS-3 is a discrete-event network
simulator for building Internet systems, including
wired and wireless communication. It is used to
simulate the wireless data transmission of VANET.

SUMO: the SUMO allows to simulate the real-
istic vehicle movement, which consists of vehicles
moves through a given road network. Numerous of
the car following model are implemented in SUMO
for more reality vehicle movement simulation.

The SUMO can be connected with other ap-
plications through a TCP-based client-server ar-
chitecture using Traffic Control Interface (TraCl)
[32]. The TraCl in SUMO allows other applica-
tion to retrieve values of simulated objects, e.g.,
vehicles, traffic lights, lane status, and to manipu-
late their behavior, e.g., change driving lane, change
driving speed, change driving route, change traffic
light, and stop the vehicle. Therefore, through the
TraCl, the NS-3 can achieve online interaction with
SUMO.

Figure 7. Implementation of CDNP and
cooperation autonomous driving mobility model.

The CDNP and simple basic capability of au-
tonomous driving are implemented as a sub-module

of NS3.
shown as Figure 7.

The component implementations are

Table 8. List of important simulation parameters

setting.

Simulation Time

400 sec.

Topology Size

Depend on the scenario de-
scribed in the next subsec-
tion

Number of Vehi-

Depend on the scenario de-

cles scribed in the next subsec-
tion

Destination According to the received

Selection beacon information stored
in the vehicle memory

Media  Access | 802.11p

Control

Transmission 250m

Range

Propagation TwoRayGroundPropagation

Models LossModel

Data Packet | CDNP Packet

Type

Data Packet Size | Changed according to dif-
ferent CDNP type.

Beacon Message | 1 pkt. / sec.

Interval

Beacon Infor- | 30 sec.

mation  Stored

Threshold

Vehicles Move- | Randomly generated by

ment SUMO

Traffic Light In-
terval

Randomly generated by
SUMO

CDNP: the CDNP is implemented as a protocol

component in NS-3.
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Cooperation Autonomous Driving Mobility
Module: it is implemented as a mobility module
to online interaction with the SUMO. It transfers
control command to SUMO to handle all vehicles’
driving decisions and retrieve the new vehicle statue
from SUMO through the TraCl. It calculates the rel-
ative position of each vehicle to adjust their driving
status, including change driving speed, change driv-
ing lane, change driving route, and stop, etc. Af-
ter transferring the command to adjust the vehicle
status, it also retrieves the new vehicle status from
SUMO.

The important parameters and configurations are
listed in the Table 8.

4.2 Maps and Scenarios
Maps

The highway scenario is shown as Figure 8. The
highway is four-lane two-way. The length of road
is 4 km. The map of intersection scenario is shown
in the Figure 9. The Figure 10 shows the digital
map used for the urban scenario, and it is obtained
from San Francisco city of the openstreetmap [33].

Scenarios

— Wireless Transmission Simulation

In this simulation, the intersection scenario,
highway scenario, and urban scenario are used.
The average number of vehicles is varied from
10 to 20 and the average speeds of each vehicle
are randomly assigned between 0 km/h and 50
km/h in the intersection scenario. In the highway
scenario, the average number of vehicles is var-
ied from 40 to 80 and the average speeds of each
vehicle are randomly assigned between 80 km/h
and 110 km/h. In the urban scenario, the start
point and end point of all vehicles are randomly
selected. The average number of vehicles varies
from 200 to 400, and the speeds of each vehi-
cle are randomly varied between 50 km/h and
80 km/h. The movements of autonomous ve-
hicles are statically generated by using SUMO.
The CDNP packets are transmitted by analyzing
the movement script that generated by SUMO,
e.g., the vehicle change driving direction, stop.

— Reaction Preparing Time Simulation

The intersection scenario and highway scenario
are used. In intersection scenario, the vehicle

1 will turn left when it arrives the intersection.
The navigation information can make the au-
tonomous driving system know it has to turn left
before it arrive the intersection. The speed of the
vehicle 2 is larger than vehicle 3, and the vehicle
2 wants to overtake the vehicle 3. The vehicle 5
is slow-down because the vehicle 7 is turning its
driving direction. Hence, the vehicle 5 has to no-
tify the vehicle 1 about the slow-down informa-
tion. This intersection scenario is generated as a
static movement script for NS-3. In the highway
scenario, the number of vehicles is set to 60 and
the average speeds of each vehicle are randomly
assigned between 80 km/h and 110 km/h.

Identification Time Simulation

The highway scenario is used in the identifica-
tion simulation. The scenario setting is the same
with the highway scenario of wireless transmis-
sion simulation. In order to compare with the
image processing based driving, the vehicle im-
age in difference is also used.

Figure 9. Intersection scenario.
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Figure 10. Digital map of San Francisco city used
for the simulation of urban scenario.

— Vehicle Traveling Simulation

Two scenarios, including highway scenario and ur-
ban scenario, are used in vehicle traveling simula-
tion. The NS-3 is configured to online interaction
with the SUMO to change the vehicle moving sta-
tus, e.g., driving lane, direction, speed, through the
TraCI. In the highway scenario, the average num-
ber of vehicles is varied from 40 to 80 and the av-
erage speeds of each vehicle are randomly varied
between 80 km/h and 110 km/h. In the urban sce-
nario, the start point and end point of the vehicle is
randomly selected. The average number of vehicles
varies from 200 to 400, and the speeds of each ve-
hicle are randomly varied between 50 km/h and 80
km/h. The movements of autonomous vehicles are
dynamically controlled by cooperation autonomous
driving mobility module, TraCl, and SUMO.

4.3 Simulations and Results

— Wireless Transmission Simulation Results

In this simulation, the wireless transmission delay
is compared. The result is shown as Figure 11. It
shows that the end-to-end delay is varied within a
certain range. This is because the CDNP is nor-
mally used to notify other vehicles in a certain range
of the current vehicle when the driving decision
may affect them. Therefore, the multi-hop trans-
mission is usually not necessary. The end-to-end

delay is short. In Figure 12, the transmission over-
head of CDNP is shown. It is known that the CDNP
will not cause large network overhead. The over-
head of highway scenario is smaller than the inter-
section scenario. This is because the movement be-
havior of vehicles on highway is simpler than the
movement near to the intersection.

— Reaction Preparing Time Simulation Results

According to the intersection scenario described
in section 4.2, some autonomous vehicles have to
transmit the CDNP notification. For example, the
vehicle 2 will transfer overtake notification, the ve-
hicle 5 will transmit slow-down notification, and the
vehicle 1 will transmit turn left notification. The
destination of each notification can be easily found
from the stored beacon information. It can also pre-
dict the position if the driving decision is not exe-
cuted immediately.
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Figure 11. End-to-End delay of CDNP wireless

transmission.
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Figure 12. Overhead of CDNP wireless
transmission.
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The Figure 13 shows the RPT relations between ve-
hicles. The Vab means the reaction preparing time
for vehicle a to react to vehicle b before the driving
decision of vehicle b is performed. The number is
the RPT of vehicle b. The 0 means there is no re-
action preparing time. After analyzing the simula-
tion logs, it is known that the vehicle 1 transmits the
notification before it arrives the intersection. The
vehicle 5 transmits the notification and performs
the slow-down driving decision at the same time.
Hence, it is known that the PRT will depend on the
usage of notification. It will also depend on the rel-
ative speed between two vehicles.

To examine the relationship between PRT and the
relative speed between two vehicles, the highway
scenario is used. Each vehicle calculates the rela-
tive position when receiving the beacon message.
The faster vehicle will transmit the overtake notifi-
cation to the front vehicle that is slower than it. In
the real world, the slower vehicle normally changes
its driving lane to slow lane to let the faster vehi-
cle passing when the driver notices the flashing car
light or hear the horn. Hence, the PRT here is ob-
tained by subtracting the time stamp that faster ve-
hicle sent notification from the time stamp of faster
vehicle close to the slower front vehicle’s one meter
range.

Reaction Preparing Time (sec.)

V135 V2>l Vi1 V32 V621 VE->1

Figure 13. Reaction preparing time of intersection
scenario.
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Figure 14. Reaction preparing time comparison in
different relative speed between two vehicles.

The comparison of reaction preparing time when
varying the relative speed between two vehicles is
shown in Figure 14. It is shown that if the CDNP is
available and the relative speed between two vehi-
cles are close, the RPT will be long. When increas-
ing the relative speed between two vehicles, the
RPT is decreased. The RPT, however, may still long
enough for the autonomous driving system to avoid
possible accident. However, if the CDNP is not
available, the driving decision cannot be transmit-
ted. The autonomous driving system can just detect
the driving decisions of other vehicles when some
driving decisions have already performed. There-
fore, the RPT without CDNP is 0.

In Figure 15, it shows the relationship between the
RPT and the distance when transmit the CDNP. Al-
though the PRT is decreased if the distance between
two vehicles shorter. The CDNP still increases the
RPT. If the CDNP is not available, the RPT is 0, and
the autonomous driving system must react to all of
the driving decisions of other vehicles after it de-
tects the flashing car light or horn. From the results,
it is known that the CDNP can increase the reaction
preparing time with maximum value about 250 sec-
onds if the transmission range of VANET is 250 m
and the distance between two vehicles is 250 m.
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Figure 15. Reaction preparing time comparison in
different distances when the CDNP is transmitted.
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Figure 16. Identification time comparison.

— Identification Time Simulation Results

The Figure 16 shows the identification time com-
parison between CDNP and normal image pro-
cessing based car light identification. Because the
CDNP message is transmitted through the wireless
technology, the transmission time is almost smaller
than 0.002 seconds. Longer processing time is nec-
essary for the image processing based identification
to identify the car turn light correctly. The identi-
fications of 200m and 250m are failed, so the pro-
cessing times are infinity. Furthermore, although
the image processing can still perform real-time
identification, the image processing results may be
incorrectly classified according to [15]. It will be
dangerous if the result is incorrect. The CDNP
identifies the driving decision according to the types
and codes, so there is no incorrect identification.
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Figure 17. Traveling time of a vehicle traveling
through the highway.
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Figure 18. Traveling time of selected vehicles
traveling from their start position to their end
position in the urban scenario.

— Vehicle Traveling Simulation Results

One vehicle is selected to be observed in the high-
way scenario, and ten vehicles are selected to be ob-
served in the urban scenario. The selected vehicles
are configured with highest driving speed. The ve-
hicle transfer overtake CDNP notification if it finds
a slower vehicle in the front. The position and speed
of other vehicles can be got from the beacon mes-
sage (or called basic safety message) [20, 26-28].
The vehicles which received the notification will
calculate the relative position of surrounding vehi-
cles and check whether it is possible to change its
driving lane according to the safe distance rule. If
it is not possible, the danger reply will be sent. If
it is possible, the simulator changes the driving lane
using TraCl.

The results of this simulation are shown as Figure
17 and Figure 18. It is shown that the CDNP can de-
crease the average traveling time. Actually, the pur-
pose of this simulation is to show the possible driv-
ing concept. The CDNP can be used as the func-
tion of the car horn. Moreover, it is better than the
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function of car horns, because the relative position
of source vehicle can be easily determined accord-
ing to the content of beacon information and CDNP
packet. This simulation results can be considered as
that the ambulance transported the injured. It noti-
fies other vehicles make a way. The actually imple-
mentation of autonomous driving control rules de-
pends on the car manufactures, and also must follow
the traffic law of each country.

The reaction preparing time and identification time
can be considered as the safety index. Longer
reaction preparing time and shorter identification
time can increase the processing time for the au-
tonomous driving control system to make a better
control of the autonomous driving.

4.4 Discussion of Vehicle Moving Charac-
teristic based on the CDNP

In this section, the characteristics of au-
tonomous vehicle movement related to the CDNP
are described, including reaction time and traveling
time.

Theorem: Let v; and v, be the speed of the ve-
hicle 1 and vehicle 2 respectively, and the vehicle 1
runs after the vehicle 2. Tianee is the transmission
range of VANET. For the driving decisions, e.g.,
overtaking, braking, turning driving direction, of
vehicle 1 / vehicle 2, the maximum reaction prepar-
ing time (RPT,,) of vehicle 2 / vehicle 1 is given as

RPTmux - runge/ ‘ (Vl _VZ) ‘ (1)

Proof: The transmission range of VANET technol-
ogy i8 Tyunge meters, so each vehicle can communi-
cate with other vehicles when the distance is shorter
than 7,,,e meters. Hence, the maximum reaction
time is the time between the vehicles 1 / vehicle
2 enters the transmission range of the vehicle 2 /
vehicle 1, until the vehicle 1 / vehicle 2 wants to
perform its driving decision. Because length equals
speed multiplied by time, obviously, the reaction
time RPT,, is Trange / ([V1 — Va|).

5 Conclusion

The simulation tools, NS-3 and SUMO, are
used to perform the simulations and evaluations of
the proposed protocol. The programming languages
used are C++. The wireless transmission simula-

tion, reaction preparing time simulation, identifica-
tion time simulation, and vehicle travelling simula-
tion are done in the simulation.

The simulation results show that the CDNP
message can be transmitted within 0.002 seconds
using VANET technology. It also shows that the
CDNP increases the reaction preparing time in
some situations. This can provide one autonomous
vehicle with enough computation time to make a
better driving decision. The maximum value of the
reaction preparing time is 250 seconds if the relative
speed between two vehicles is very close. It also de-
creases the driving decision identification time that
is longer if sensor based method is used. The CDNP
changes the traditional passive detection of the driv-
ing decision of other vehicles into proactive notifi-
cation to other vehicles about its driving decision.
Furthermore, the simulation results also show the
CDNP can decrease the traveling time in special
case. It can be considered as the scenario that the
ambulance transported the injured. It notifies other
vehicles make a way. It also means the autonomous
driving is smoother and the carbon dioxide emis-
sions could be reduced in some situation. From
the theorem, it is shown that the maximum reaction
preparing time is RPT;,.

The Intelligent vehicular ad hoc networks (In-
VANETS) and telematics technology, also known
as ICT (Information and Communications Technol-
ogy), are rapidly innovated to improve the devel-
opment of ITS (Intelligent Transportation System).
More and more vehicles are going to equip with in-
vehicle telematics systems (or VANET wireless in-
terface) to provide the communication capabilities
to gather information from other vehicles (V2V) or
internet (V2R). Furthermore, the autonomous driv-
ing and autonomous vehicle are important technolo-
gies for the future intelligent transportation system.
To realize the autonomous driving in our daily life,
the cooperation between vehicles is necessary. For
the cooperation, the most important is information
exchange. Unsafe driving decision, e.g. unsafe lane
changes, unsafe overtake, or unsafe speed changes,
will cause vehicle accidents; especially a vehicle
suddenly performs those driving decisions. The
CDNP provide the autonomous vehicles with the
capability of understanding what detail driving de-
cisions that other vehicles want to perform. This
kind of idea is useful to improve the development
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of Intelligent Transportation Systems (ITS) and its
services, and makes the driving environment safer
in the future. The CDNP can also be integrated
with the normal autonomous driving technologies
at the same time to provide a safer driving environ-
ment for passengers. The CDNP can be a globally
consistent standard to be abided by all car manu-
facturers and research centers. All car manufac-
turers and research centers can implement their au-
tonomous driving technologies based on the CDNP.
The CDNP is going to be implemented as a module
at the network protocol stack in the Linux kernel to
provide the basic protocol capability of the future
development of autonomous vehicles in intelligent
transportation system and its services in the future.
This proposal is also going to develop an embedded
system with VANET wireless interface and CDNP
to do the real world wireless transmission test.
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